
WTA’s CyberTech
Committee



WTA CyberTech Committee
Meets the 1st Thursday of each month from 4:00pm – 5:00pm Eastern

Mission: To promote awareness and peer information sharing of cybersecurity issues among WTA members companies

Topics of discussion include:

Ø Tools (vendor confidentiality is honored)

Ø Techniques for protection & mitigation

Ø Training for technicians and users/employees

Ø Vulnerabilities

Ø Incidents 

Ø Security Frameworks (NIST, CJIS, HIPAA, PCI, SOC)

Ø Company policies and regulations re: cybersecurity

Confidentiality is expected for all participants



Top Five Cybersecurity Concerns for 2022

WTA CyberTech Committee

1. Education for Decision Makers, Employees, Users, and Customers

2. Ransomware Attack of Company, Key Supplier, or Partner

3. Identifying and Preventing Threats Rapidly

4. Assessing and Measuring Risk

5. Managed Home Router Security Attacks/Compromises


